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answer all questions

 paRT – a (10×2=20 Marks)

1. Define a computer network.

2. what is a bridge ?

3. what are the uses of internetwork routing ?

4. what is the purpose of subnetting ?

5. what is client process ?

6. what are the two multiplexing strategies used in transport layer ?

7. Define cryptography.

8. what is pgp ?

9. with an example write about the recursive and iterative query process done by 
DNs resolver in resolving the query.

10.  write about the functions of smTp and mimE. How does mimE enhances
 smTp ? 

 paRT – B (5×16=80 Marks)

11. a) i) Discuss about the architecture of computer network with sketches. (8)

  ii) Explain the iEEE 802.3 standard. (8)

(oR)

 b) Explain the different approaches of Framing and Encoding in detail.  (16)
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12. a)  Describe in detail the internet control message protocol (icmp).

(oR)

 b) i) Explain the characteristic features of network routing algorithms. (8)

  ii) write short notes on ip addressing. (8)

13. a) Explain how Tcp uses a congestion window and a congestion policy that avoid 
congestion and detect congestion after it has occurred.

(oR)

 b) an output interface in a switch is designed using the leaky bucket algorithm to 
send 8000 bytes/s (tick). if the following frames are received in sequence, show 
the frames that are sent during each second.

  Frames 1, 2, 3,4 : 4000 bytes each

  Frames 5, 6, 7 : 3200 bytes each

  Frames 8, 9 : 400 bytes each

  Frames 10, 11, 12 : 2000 bytes each.

14. a) Discuss Rsa algorithm in detail. (16)

(oR)

 b) Explain the following :
  i) authentication based on shared secret key.  (8)

  ii) authentication using a key distribution center. (8)

15. a)  i) Explain in detail a protocol for electronic mail. (8)

  ii) Explain in detail multimedia security. (8)

(oR)

 b) Explain in detail the following :
  i) Fault management.  (8)

  ii) security management. (8)
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